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# Introduction

## Document Definition

This document is a Procedure.

For a full description of document types, see *XXXX-POL-ALL-001 - Information Security Policy Framework*

## Objective

The objective of this procedure is to list out the steps the XXXX will take to detect, contain, remove and recover from a Spamming attack

## Scope

### Applicability to Employees

XXXX refers to XXXX. as well as its majority-owned subsidiaries and joint ventures (if applicable). This Procedure applies to all employees, officers, members of Board of Directors, and all consultants, and contractors.

### Applicability to External Parties

Relevant Procedure statements will apply to any external party and be included in contractual obligations on a case-by-case basis.

### Applicability to Assets

This Procedure applies to all information assets globally owned by XXXX, or where XXXX has custodial responsibilities.

## Related Documents / References

* *XXXX-POL-ALL-001 - Information Security Policy Framework.*
* *XXXX-PRC-ALL-006 - Incident Response Plan*

# Procedure Statements

Spamming is the use of messaging systems to send an unsolicited message (spam) to large numbers of recipients for the purpose of commercial advertising, for the purpose of non-commercial proselytizing, or for any prohibited purpose (especially the fraudulent purpose of spamming).The information is then used to access important accounts and can result in cyber-attacks, identity theft and financial loss.”

The critical and sensitivity of the incident is determined in accordance with *XXXX-PRC-ALL-006 - Incident Response Plan and appropriate risk rating will be applied*

# Procedures Steps

## Identification

* Users report a suspected case of spamming attack to IT by calling extension 1234 or sending a mail to [helpdesk@XXXX.com](mailto:helpdesk@XXXX.com) . This could also be discovered by periodic information security monitoring and reported to IT help desk
* The following information is collected about the suspected email/link:
* The E-Mail address of the sender;
* The intended recipient of the E-Mail;
* The Subject Line of the particular E-Mail;
* Carefully examine the E-Mail message, and if there is an attachment with it, make sure that you do not download it and if there is a link do not click on it.
* Note the frequency the emails are dropping into the targeted mailbox(es)
* Triage:

If the above investigation discovers that an actual Spamming attack is underway, then the first step is to know the kind of Spamming E-Mail it is. For example, is it a:

* Bulk messaging

Messages with the same or similar text can be sent out to a group of people in a short period of time. Several spam accounts can also simultaneously post duplicate messages. The main objective of this form of spam is to cause a denial of service for the intended recipient

* Spreading malicious links

Malicious links are links created with the intent to harm, mislead or damage a user or their device. When the link is clicked, activities triggered can range from downloading malware to stealing personal information.

* Sharing undesired or excessive content

Fake accounts can also contact and share unwarranted content such as insults, threats and unwanted advertising to genuine users. Bots can be set up to automatically follow new users or automatically message users who post content.

* Clickbaiting and likejacking

Clickbaiting is the act of posting sensationalist headlines to encourage the user to click through to the content with the aim of generating online advertising revenue. When the user clicks through to the page, the content usually does not exist or is radically different from what the headline made it out to be.

## Investigation

At this phase, the actual E-Mail message/ link and its contents need to be examined carefully, the and degree of damage needs to be ascertained. Regarding the former, the following must be investigated:

* Analysis of the E-Mail Header:
* The From Field: This will contain the name of the sender;
* X-Authenticated User: This will contain the E-Mail address of the sender (such as [johndoe@anywhere.com](mailto:johndoe@anywhere.com));
* The Mail Server IP Address: This will contain the actual TCP/IP address of the E-Mail server from where the Spamming E-Mail was sent. It is important to keep in mind as well that the physical location of the E-Mail server does not necessarily imply that the Cyber attacker is located in that geographic as well. Many times, they will be in a separate location from that of the E-Mail server.
* Analysis of the E-Mail message:
* At this phase, the actual contents of the E-Mail message need to be examined carefully, as there are many tell-tale signs which can be difficult to spot at first glance.
* Analysis of the Domain Link:

With regards to the latter point in this part, the level and/or severity of the damage needs to be ascertained and ultimately determined. Examples of this include the following:

* The total number of impacted employees and systems
* What actions were carried out by the employees with regards to the Spamming E-Mail, for instance:
* Did they download an attachment;
* Alternatively, did they go to a spoofed website and unknowingly submitted their personal information, or even sensitive business login information.
* What was impacted:
* Servers;
* Workstations;
* Wireless Devices;
* The Network Infrastructure;
* Other aspects of the IT Infrastructure.

## Remediation

This is deemed to be one of the most critical phases; as this is where the damage of the Spamming attack will be contained. This will involve the following:

* The targeted email(s) must be blocked from receiving any emails.
* The spam mails should not only be moved to Junk email folder but should also be classified as Junk email
* After determining whom the impacted employees are, immediately change their passwords;
* After determining the impacted points in the IT Infrastructure, also immediately change login credentials of the people who have access to those particular resources as well;
* Inform our ISP of the attack to block the IPs the spam emails are coming from
* If the targeted email is spoofed and the spams are coming from a delivery failure message, identify the common attributes on the message and use our email security gateway (Barrucuda) to block the deliveries
* Run an anti-malware scan of the environment
* Continue to monitor all systems within the IT Infrastructure and all User Accounts for any misuse, or for any unusual anomalies that may be occurring.
* Prepare an incident report for the Security Committee

# Procedure Compliance & Enforcement

## Compliance Measures

Not applicable.

## Enforcement

All staff of XXXX must comply with all Information Security Procedures. Failure to comply with these procedures may result in disciplinary action in accordance with the current XXXX Human Resources policy. Disciplinary actions may include, but are not limited to:

* verbal and/or written warnings;
* instant dismissal; and
* actions by judicial and regulatory authorities.

# Glossary / Acronyms

## Glossary / Acronyms

|  |  |
| --- | --- |
| TCP/IP | Transmission Control Protocol and the Internet Protocol. |

# Document Management

## Document Revision Log

|  |  |  |  |
| --- | --- | --- | --- |
| **Date** | **Editor** | **Revision #** | **Description of Change** |
|  |  |  |  |

## Document Ownership

This Procedure is owned by the YYYY

## Document Coordinator

This Procedure is coordinated by the YYYY

## Document Approvers

|  |  |  |
| --- | --- | --- |
| **Approver Name** | **Signature** | **Date** |
|  |  |  |

## Distribution

* *IT*